Only plug trusted devices into your computer

USB keyboard, memory sticks and other USB-connected devices can contain undetectable malware that will infect your computer. Simply plugging in an unknown device can infect your computer. Be sure to obtain these devices from a reputable source.

Lock it!

Lock your computer and don’t leave it unattended in public spaces. Physical access, even for a short period of time, enables hackers to tamper with your device, access your data, or install malicious programs.

Read twice, click once

Be careful on what you click. Don’t click on shortened links, any links that may look suspicious or is from an untrusted source. Check the complete address before you click.

Pay extra attention to typos

Type the URL carefully. A typo can lead you to a malicious website and can have serious consequences.