ANATOMY OF A PHISHING ATTACK

- Sender address can be spoofed
- Looks genuine
- Reply address is different from sender address
- Links don't match the text of the link
- Indications of urgency
- Often has spelling or grammatical errors
- Contains dangerous link or attachment
- Odds or doesn't make sense
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